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**Contratto di nomina del**

**responsabile della protezione dei dati (DPO)**

**ex art. 37 Reg. Eur. 679/2016 (**[**GDPR**](https://eur-lex.europa.eu/legal-content/IT/TXT/PDF/?uri=CELEX:32016R0679&from=EN)**)**

**TRA**

Il titolare del trattamento dei dati personali, ISTITUTO STATALE D’ISTRUZIONE SECONDARIA ALBERTINI, con sede legale in NOLA NA, via CIRUMVALLAZIONE 292, in persona del suo legale rappresentante Dirigente Scolastico AMELIA LA ROCCA

**- Titolare -**

**E**

Il Prof. VINCENZO SETTEMBRE

**- DPO -**

**- e, congiuntamente, “le Parti” -**

**PREMESSO CHE**

* Il Reg. Eur. 679/2016 del Parlamento Europeo e del Consiglio del 27 aprile 2016 “*relativo alla protezione delle persone fisiche con riguardo al trattamento dei dati personali, nonché alla libera circolazione di tali dati e che abroga la direttiva 95/46/CE (Regolamento generale sulla protezione dei dati)*”(di seguito GDPR), in vigore dal 24 maggio 2016, e applicabile a partire dal 25 maggio 2018, introduce la figura del Responsabile dei dati personali (RDP) (artt. 37-39).
* Il predetto GDPR prevede l’obbligo per il titolare o il responsabile del trattamento di designare il DPO“*quando il trattamento è effettuato da un’autorità pubblica o da un organismo pubblico, eccettuate le autorità giurisdizionali quando esercitano le loro funzioni giurisdizionali*” (art. 37, par. 1, lett. a); “*quando le attività principali del titolare del trattamento o del responsabile del trattamento consistono in trattamenti che, per loro natura, ambito di applicazione e/o finalità, richiedono il monitoraggio regolare e sistematico degli interessati su larga scala*” (art. 37, par. 1, lett. b); oppure “*quando le attività principali del titolare del trattamento o del responsabile del trattamento consistono nel trattamento, su larga scala, di categorie particolari di dati personali di cui all'art. 9*[[1]](#footnote-1) *o di dati relativi a condanne penali e a reati di cui all'art. 10*[[2]](#footnote-2) (art. 37, par. 1, lett. c).
* Le predette disposizioni prevedono che il DPO “*può essere un dipendente del titolare del trattamento o del responsabile del trattamento oppure assolvere i suoi compiti in base a un contratto di servizi*”(art. 37, par. 6) e deve essere individuato “*in funzione delle qualità professionali, in particolare della conoscenza specialistica della normativa e delle prassi in materia di protezione dei dati, e della capacità di assolvere i compiti di cui all’articolo 39*”(art. 37, par. 5) *e* “*il livello necessario di conoscenza specialistica dovrebbe essere determinato in base ai trattamenti di dati effettuati e alla protezione richiesta per i dati personali trattati dal titolare del trattamento o dal responsabile del trattamento*” (consid. n. 97 del GDPR).

**CONSIDERATO CHE**

* Il Titolare è tenuto alla designazione obbligatoria del DPO nei termini previsti, rientrando nella fattispecie prevista dall’art. 37, par. 1, del GDPR;
* all’esito di valutazioni del Dirigente Scolastico per affidamento diretto in quanto già responsabile della sicurezza informatica ai sensi del disposto ex D.Lgs 196/2003 ed in possesso del livello di conoscenza specialistica e delle competenze richieste dall’art. 37, par. 5, del GDPR, per la nomina a DPO, e non si trova in situazioni di conflitto di interesse con la posizione da ricoprire e i compiti e le funzioni da espletare;
* nel contesto delle attività e dei servizi forniti, il Titolare trasferirà al DPO tutti i dati personali trattati, che il DPO elaborerà e utilizzerà, per conto del Titolare, in conformità alle istruzioni ricevute e ai compiti riconosciuti dal GDPR;
* il Titolare del trattamento concorda e garantisce che:
	+ è responsabile per la valutazione della legittimità del trattamento dei dati e nel garantire i diritti degli interessati coinvolti (conformità);
	+ le misure tecniche e organizzative garantiscono un livello di sicurezza adeguato ai rischi presentati dal trattamento e dalla natura dei dati da proteggere, tenendo conto dello stato dell'arte e del costo della loro attuazione;
	+ rilascerà istruzioni scritte riguardanti lo scopo e la procedura del trattamento dei dati, se del caso, amplificando, specificando e modificando le clausole di questo contratto. Le istruzioni orali saranno immediatamente confermate per iscritto e saranno parte integrante e sostanziale del presente contratto.

Il Titolare, *ut supra*,

**DESIGNA**

Il prof. **VINCENZO SETTEMBRE**, nato a Napoli, il 20.02.1970, C.F. STTVCN70B20F839W, residente in SAN PAOLO BEL SITO (NA), via STORTA CASANOVELLA,36, recapito: 3289454600

**RESPONSABILE DELLA PROTEZIONE DEI DATI PERSONALI**

**(DPO – DATA PROTECTION OFFICER)**

**per il TITOLARE**

Il predetto, nel rispetto di quanto previsto dall’art. 39, par. 1, del RGPD è incaricato di svolgere, in piena autonomia e indipendenza, i seguenti compiti e funzioni:

1. informare e fornire consulenza al titolare del trattamento o al responsabile del trattamento nonché ai dipendenti che eseguono il trattamento in merito agli obblighi derivanti dal GDPR, nonché da altre disposizioni nazionali o dell’Unione relative alla protezione dei dati;
2. sorvegliare l’osservanza del GDPR, di altre disposizioni nazionali o dell’Unione relative alla protezione dei dati nonché delle politiche del titolare del trattamento o del responsabile del trattamento in materia di protezione dei dati personali, compresi l’attribuzione delle responsabilità, la sensibilizzazione e la formazione del personale che partecipa ai trattamenti e alle connesse attività di controllo;
3. fornire, se richiesto, un parere in merito alla valutazione d’impatto sulla protezione dei dati e sorvegliarne lo svolgimento ai sensi dell’art. 35 del GDPR;
4. cooperare con il Garante per la protezione dei dati personali;
5. fungere da punto di contatto con il Garante per la protezione dei dati personali per questioni connesse al trattamento, tra cui la consultazione preventiva di cui all’art. 36, ed effettuare, se del caso, consultazioni relativamente a qualunque altra questione.

Qualora il titolare ne fosse obbligato, il DPO è incarico di svolgere anche i seguenti compiti e funzioni:

1. tenere il registro delle attività di trattamento, sotto la responsabilità del titolare o del responsabile ed attenendosi alle istruzioni impartite.

I compiti del Responsabile della Protezione dei Dati personali attengono all’insieme dei trattamenti di dati effettuati dal Titolare.

**Il Titolare si impegna a:**

1. mettere a disposizione del DPO le seguenti risorse al fine di consentire l’ottimale svolgimento dei compiti e delle funzioni assegnate le relative dotazioni logistiche e di risorse umane,nonché i compiti o le responsabilità individuali del personale;
2. non rimuovere o penalizzare il DPO in ragione dell’adempimento dei compiti affidati nell’esercizio delle sue funzioni;
3. garantire che il DPO eserciti le proprie funzioni in autonomia e indipendenza e in particolare, non assegnando allo stesso attività o compiti che risultino in contrasto o conflitto di interesse.

**Il DPO si impegna ad** adottare tutte le misure necessarie delle norme descritte in relazione ai compiti sopra indicati. Inoltre, concorda e garantisce:

* che informerà tempestivamente il Titolare del trattamento di:
* qualsiasi richiesta legalmente vincolante per la divulgazione dei dati personali da parte di un’autorità giudiziaria, salvo laddove ciò sia proibito per rilevanti motivi di interesse pubblico;
* qualsiasi violazione dei dati personali della quale verrà a conoscenza;
* qualsiasi richiesta ricevuta direttamente dagli interessati;
* qualsiasi istruzione scritta ricevuta dal Titolare che, secondo il parere del DPO, sia in violazione del GDPR e/o dei doveri di cui al presente contratto;
* di collaborare con il Titolare per il rispetto di eventuali ordini emessi dall'Autorità di Controllo o dalle autorità giudiziarie in relazione al trattamento dei dati nonché di trattare tempestivamente e adeguatamente le richieste del Titolare in relazione al trattamento dei dati e di attenersi alle linee guida dell'Autorità di Controllo in merito all'elaborazione dei dati;
* di comunicare ogni informazione utile al fine di aiutare il Titolare a rispettare i diritti degli Interessati;
* di non trasferire i dati personali provenienti dal Titolare al di fuori dello Spazio economico europeo (SEE) senza il previo consenso scritto e le istruzioni del Titolare, nel rispetto del presente contratto e delle disposizioni atte a garantire la protezione dei dati personali di cui agli articoli del Capo V del GDPR.

Tutto quanto sopra premesso, il Titolare, *ut supra*,

**DELIBERA**

di designare il **Prof. VINCENZO SETTEMBRE** come Responsabile dei dati personali (DPO)[[3]](#footnote-3)

Questo contratto diventerà effettivo dalla firma delle Parti per una durata biennale, tacitamente rinnovato di eguale durata al termine dei due anni, salvo accordo contrario, e in ogni caso fino al termine del trattamento dei dati per qualsivoglia motivo.

Alla cessazione del Contratto o del trattamento dei dati per qualsivoglia motivo il DPO dovrà, a scelta del Titolare, restituire o cancellare i dati personali e le relative copie oggetto del trattamento dandone certificazione al Titolare, salvo che la legge preveda diversamente.

In tal caso, per quanto riguarda i dati personali in questione, il DPO ne garantirà la riservatezza e si impegnerà a non procedere più al loro trattamento.

* **Legge applicabile e Foro competente**

Questo contratto è regolato dalle leggi della giurisdizione del Titolare, in linea con quanto previsto nel GDPR. La sede esclusiva per tutte le controversie derivanti da o in connessione con questo contratto è il luogo di stabilimento del Titolare.

* **Annullamento**

Se una disposizione di questo contratto è o diventa invalida o inapplicabile, la validità e l'applicabilità delle altre disposizioni di questo contratto rimangono inalterate. In questo caso, le Parti concordano di adottare una disposizione che corrisponda al meglio allo scopo previsto nella disposizione non valida o agli interessi delle Parti, come riportato nell'intera struttura di questo contratto.

* **Variazioni del Contratto**

Salvo quanto previsto per il conferimento e le variazioni delle istruzioni del Titolare, qualsiasi altra modifica delle clausole di questo contratto può avvenire solo di comune accordo, comprovata dalla firma di entrambe le Parti dell'emendamento scritto. Le Parti possono anche aggiungere clausole su questioni relative all’attività di business, laddove necessario, purché non contraddicano le clausole di questo contratto.

 **Prot. 4447/22.5.2018**

|  |  |
| --- | --- |
|  | Firma del legale rappresentante del Titolare  |
|  |  IL DIRIGENTE SCOLASTICO LA ROCCA AMELIA Firma autografa omessa ai sensi **dell'art.3 del D.Lgs. 39/1993** |
|  | Firma del DPO |
|  | F.TO VINCENZOSETTEMBRE… |

1. Art. 9, GDPR: “*1. È vietato trattare dati personali che rivelino l'origine razziale o etnica, le opinioni politiche, le convinzioni religiose o filosofiche, o l'appartenenza sindacale, nonché trattare dati genetici, dati biometrici intesi a identificare in modo univoco una persona fisica, dati relativi alla salute o alla vita sessuale o all'orientamento sessuale della persona. 2. Il paragrafo 1 non si applica se si verifica uno dei seguenti casi: a) l'interessato ha prestato il proprio consenso esplicito al trattamento di tali dati personali per una o più finalità specifiche, salvo nei casi in cui il diritto dell'Unione o degli Stati membri dispone che l'interessato non possa revocare il divieto di cui al paragrafo 1; b) il trattamento è necessario per assolvere gli obblighi ed esercitare i diritti specifici del titolare del trattamento o dell'interessato in materia di diritto del lavoro e della sicurezza sociale e protezione sociale, nella misura in cui sia autorizzato dal diritto dell'Unione o degli Stati membri o da un contratto collettivo ai sensi del diritto degli Stati membri, in presenza di garanzie appropriate per i diritti fondamentali e gli interessi dell'interessato; c) il trattamento è necessario per tutelare un interesse vitale dell'interessato o di un'altra persona fisica qualora l'interessato si trovi nell'incapacità fisica o giuridica di prestare il proprio consenso; d) il trattamento è effettuato, nell'ambito delle sue legittime attività e con adeguate garanzie, da una fondazione, associazione o altro organismo senza scopo di lucro che persegua finalità politiche, filosofiche, religiose o sindacali, a condizione che il trattamento riguardi unicamente i membri, gli ex membri o le persone che hanno regolari contatti con la fondazione, l'associazione o l'organismo a motivo delle sue finalità e che i dati personali non siano comunicati all'esterno senza il consenso dell'interessato; e) il trattamento riguarda dati personali resi manifestamente pubblici dall'interessato; f) il trattamento è necessario per accertare, esercitare o difendere un diritto in sede giudiziaria o ogniqualvolta le autorità giurisdizionali esercitino le loro funzioni giurisdizionali; g) il trattamento è necessario per motivi di interesse pubblico rilevante sulla base del diritto dell'Unione o degli Stati membri, che deve essere proporzionato alla finalità perseguita, rispettare l'essenza del diritto alla protezione dei dati e prevedere misure appropriate e specifiche per tutelare i diritti fondamentali e gli interessi dell'interessato; h) il trattamento è necessario per finalità di medicina preventiva o di medicina del lavoro, valutazione della capacità lavorativa del dipendente, diagnosi, assistenza o terapia sanitaria o sociale ovvero gestione dei sistemi e servizi sanitari o sociali sulla base del diritto dell'Unione o degli Stati membri o conformemente al contratto con un professionista della sanità, fatte salve le condizioni e le garanzie di cui al paragrafo 3; i) il trattamento è necessario per motivi di interesse pubblico nel settore della sanità pubblica, quali la protezione da gravi minacce per la salute a carattere transfrontaliero o la garanzia di parametri elevati di qualità e sicurezza dell'assistenza sanitaria e dei medicinali e dei dispositivi medici, sulla base del diritto dell'Unione o degli Stati membri che prevede misure appropriate e specifiche per tutelare i diritti e le libertà dell'interessato, in particolare il segreto professionale; j) il trattamento è necessario a fini di archiviazione nel pubblico interesse, di ricerca scientifica o storica o a fini statistici in conformità dell'articolo 89, paragrafo 1, sulla base del diritto dell'Unione o nazionale, che è proporzionato alla finalità perseguita, rispetta l'essenza del diritto alla protezione dei dati e prevede misure appropriate e specifiche per tutelare i diritti fondamentali e gli interessi dell'interessato. 3. I dati personali di cui al paragrafo 1 possono essere trattati per le finalità di cui al paragrafo 2, lettera h), se tali dati sono trattati da o sotto la responsabilità di un professionista soggetto al segreto professionale conformemente al diritto dell'Unione o degli Stati membri o alle norme stabilite dagli organismi nazionali competenti o da altra persona anch'essa soggetta all'obbligo di segretezza conformemente al diritto dell'Unione o degli Stati membri o alle norme stabilite dagli organismi nazionali competenti. 4. Gli Stati membri possono mantenere o introdurre ulteriori condizioni, comprese limitazioni, con riguardo al trattamento di dati genetici, dati biometrici o dati relativi alla salute*”. [↑](#footnote-ref-1)
2. Art. 10, GDPR: “*Il trattamento dei dati personali relativi alle condanne penali e ai reati o a connesse misure di sicurezza sulla base dell'articolo 6, paragrafo 1, deve avvenire soltanto sotto il controllo dell'autorità pubblica o se il trattamento è autorizzato dal diritto dell'Unione o degli Stati membri che preveda garanzie appropriate per i diritti e le libertà degli interessati. Un eventuale registro completo delle condanne penali deve essere tenuto soltanto sotto il controllo dell'autorità pubblica*”. [↑](#footnote-ref-2)
3. Il nominativo e i dati di contatto del DPO (recapito postale, telefono, email) saranno resi disponibili sul sito web del Titolare, nella policy privacy interna e nelle relative informative, e comunicati al Garante per la protezione dei dati personali. [↑](#footnote-ref-3)